


WEBSENSE
CONTENT PROTECTION

SUITE

Protecting customer and other confidential information from malicious and accidental leaks is 
a top business and IT security challenge facing organizations today. Compounding this problem,
CIOs and CSOs must protect their information amid pressure from regulatory and corporate
compliance requirements, customer and competitive pressures, and the rising cost and
publicity of information leaks.

Websense® Content Protection Suite is the leading solution to prevent information leaks—external and
internal, accidental and malicious. Websense Content Protection Suite discovers where information is
located in a network, monitors who is using the information and how they are using it, and protects the
information, securing business processes, managing risk, and assisting with compliance.

Websense Content Protection Suite is the only information leak prevention (ILP) solution that provides
content, context, and destination awareness, allowing administrators to manage who can send what
information, where, and how. Using agentless discovery tools and patented PreciseID™ fingerprinting
technology, Websense Content Protection Suite automatically discovers hosts and shares inside the
network—including servers and endpoints—and the data stored on them and allows administrators to
create and implement content enforcement policies. Websense Content Protection Suite goes beyond
simple keyword and pattern matching solutions; it provides Deep Content Control™ to discover, monitor,
and protect confidential information, including personally identifiable information (PII), regulatory data,
and intellectual property (IP), regardless of the file type or format.

“85% of respondents report 
that they had a data breach

involving the loss or theft 
of customer, consumer, or

employee data in the 
past 24 months.”

Ponemon Institute, 2007
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